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To: New York Commission on Public Access to Court Records

From: Media Law Committee of the New York State Bar Association

Date: May 30, 2003

I am Edward Klaris1 and I want to thank the Commission for permitting me to
make a presentation on behalf of the Media Law Committee of the New York State Bar
Association.2  The Media Law Committee is comprised of attorneys who specialize in
issues relating to the First Amendment and privacy.3  We represent news organizations
and reporters and firmly believe online access to court records will allow for more
quality journalism and improve the public's knowledge of the court system and court
proceedings without compromising New York's protection of privacy interests.  

Currently, searching court records is something of an ordeal; many people work
or live miles away from courthouses, making it near impossible to visit the courthouses
when they are open.  Simply tracking down the correct courthouse in New York City can
be overwhelming for reporters and members of the public trying to find information
about a particular case.  Electronic access to court records would allow for efficient
searches of important information about attorney and medical malpractice, dead-beat
parents, corporations charged with fraud, products claimed to be defective and other
information that is currently very difficult to find.  Moreover, not only the mainstream
New York press would be able to search through court records.  Out-of-state newspapers,
broadcasters and websites; public interest organizations; and many others could make use
of these records, causing more direct oversight of the courts and contributing to
discussions of public issues.
 

An online database would give private citizens and non-experts access to the
same material available to lawyers and government officials.  As the Supreme Court
noted in the Richmond Newspapers case, "People in an open society do not demand
infallibility from their institutions, but it is difficult for them to accept what they are
prohibited from observing."4  Making court records available on electronic networks
would permit greater understanding of judicial decision-making, provide everyone in
society meaningful access to important cases in the system and continue to improve the



5 Many people who fear electronic access point to the 1989 Supreme Court Reporters Comm ittee case
where the concept of "practical obscurity" was first articulated.5  But that case has been misconstrued in the
context of access to court records and ought to be disregarded by the Commission.   The Reporters
Comm ittee case concerned a FOIA request for records of the executive branch, not an access motion for
court records.  Specifically, Reporters Comm ittee involved FBI "rap sheets", which are multi-state
summaries of an individual's criminal history and include "descriptive information, such as date of birth and
physical characteristics, as well as a history of arrests, charges, convictions, and incarcerations."5  Rap
sheets are not documents filed in a courthouse.  Rather, the FBI gathers this information from law
enforcement agencies at all levels of the federal and state governments.5  Here  the public would simply
have electronic access to "the source records themselves"—the same court files that are accessible today
through physical inspection.  Electronic access will make the inspection of public records easier.  But
making inspection of a public court file easier does not invade the privacy of any litigant. 
6 435 U.S. 539 (1978),
7  Press Enterprise Co. v. Superior Court., 464 U.S. 501, 510 (1984).  
8  In re Will of Renate Hofmann, 287 A.D.2d 119, 733 N.Y.S.2d 168 (1 st Dept. 2001).  
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tradition of openness that is part of the culture and law of the New York court system. 
These benefits are best achieved with full-text searching and easy access to all cases
rather than having to input the name of the case to conduct a search.

In the context of electronic access to court records, the doctrine of "practical
obscurity"5 and concerns over privacy are misleading and do not apply.  The current
system of open court records works quite well and it would be a mistake to impose a new
system of court secrecy in which categorical and preemptive determinations limit access.
These decisions are best made on a case-by-case basis, upon a motion by the party
seeking to either seal the records entirely or to curtail their availability.  

The Commission is by now well aware that the U.S. Supreme Court made clear in
Nixon v. Warner Communications, Inc.,6 that the public enjoys a common law right of
access to judicial records.  The "presumption of openness" can be reversed only by
showing an "overriding interest based on findings that closure is essential to preserve
higher values.”7

New York Rule of Court 216.1 requires judges to consider not only the parties but
also the "interests of the public" and provide a written finding of "good cause" before
sealing court records.  The rule undergirds New York's strong public policy in favor of
open court records.  New York courts over the past decade have consistently relied on
Rule 216.1 to deny requests to seal court records even where all parties were in favor of
sealing the case.  For example, in a case decided in 2001 involving the proprieties of an
estate accounting and personal finances, the First Department upheld a Surrogate Court
judge's denial of a joint motion for protective order to seal the settlement agreement.  In
that case, named In re Hofmann, the court in denying the motion noted that, even where
all parties agree to seal the records, "[c]onfidentiality is clearly the exception, not the
rule, and the court is always required to make an independent determination of good
cause." 8

Would the Appellate Division’s analysis in In re Hofmann or other cases change
if court records were available electronically?  We do not think so.  For decades New
York courts and the legislature have rebuffed privacy advocates’ attempts to create
generalized privacy torts such as one for publication of private facts.  On the other hand,



9 N.Y. Public Health Law § 2134.
10 In a court proceeding in New York, specific providers (physicians, dentists, podiatrists, chiropractors,
nurses, professional corporations, medical corporations and other “person[s] authorized to practice
medicine”) are not permitted to disclose information which ws acquired in attending the patient and which
was necessary to enable him to act in the capacity.  CPLR § 4504 (rule of evidence).
11 Health Insurance Portability and Accountability Act, Pub. L. No. 104-191, § 264, 110 Stat. 1936, 2033-
34 (1996); 45 C.F.R. pts. 160 & 162.
12 16 C.F.R. § 313.
13 Federal Education R ights and Privacy Act, 20 U.S.C . § 1232g and its implem enting regs., 34 C .F.R. part
99.
14 Children’s Online Privacy Protection Act f 1998, 15 U.S.C. §§ 6501-6505.
15 18 U.S.C. §§ 2721-2725 & Pub. Law No. 109-69, §§ 350 (c), (d) and (e), 113 Stat. 986, 1025 (1999).
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where the benefits of confidentiality in court records clearly outweigh the presumed
benefit of transparency, New York already has several rules and statutes to cover this.
For example, state statutes currently permit courts to seal records in family law,
matrimonial and juvenile cases.  The New York Public Health Law and the New York
Mental Hygiene Law are the principal statutory sources of New York law that require
health information to be held in confidence.  Additional health-related statutes cover
specific situations (e.g. HIV and AIDS patients9, disclosure of health records in
litigation10, and the collection of statistical information by various governmental
agencies).  These rules would continue to apply in the electronic environment. 

Congress has also passed a number of federal laws that protect certain kinds of
information:  HIPPA protects health information11; Gramm-Leach-Bliley protects
financial information12; FERPA protects educational information13; COPPA protects
information about children14; the Driver's Privacy Protection Act protects drivers' license
applications and information15; and there are more.

With all these privacy-related laws, the chances that highly confidential
information will be filed with the court in litigation have been significantly reduced. 
Even where such information may be turned over in discovery, only a tiny percentage of
discovery information and materials are actually filed with the court, and, of course, the
First Amendment does not require that non-parties be given access to discovery material
that has not been filed in the clerk's office.  

Perhaps the greatest fear of electronic access to court records is that information
may be used in identity theft -- where a person's social security number, credit card and
bank account information are appropriated and used illegally.  While identity theft is a
serious concern, blocking access to certain electronic court records is not the answer. 
Strict enforcement of the existing criminal laws and the proper implementation of state
and federal privacy legislation will deter such behavior.  In addition, there is no evidence
that court records would ever be a good place for would-be criminals to obtain social
security, credit card and bank information, while there is ample evidence that such
information can be obtained elsewhere on the Internet and through criminal rings that
collect the data from co-conspirators at banks and retailers.  Speculative and remote fears
about deviant behavior should not cloud this Commission’s recommendations.  This
Commission should support electronic access to court records and endorse the current
rule of law and good public policy in New York, which already properly balances
privacy in court records with the First Amendment. 
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In conclusion, we suggest that this Commission recommend that New York court
records be made available electronically, utilizing the same rules of openness followed
by the current New York court system. Doing this will increase the efficiency of the
judiciary and, correspondingly, make the records system available to all citizens so that
they may monitor the integrity and efficacy of the courts.  We do not request that New
York expand the types of records available to the public.  Rather, we simply would like
New York to provide broader and more efficient access to records that are already
public. 

































































COMMERCIAL AND FEDERAL LITIGATION SECTION

NEW YORK STATE BAR ASSOCIATION

Comments to the 

Commission on Public Access to Court Records

These Comments are submitted by the NYSBA’s Commercial and Federal

Litigation Section (“the Section”) to the Commission on Public Assess to Court Records

(“the Commission”).

In April 2002, Chief Judge Judith S. Kaye formed the 23-member Commission,

under the chairmanship of  Floyd Abrams.  She asked the Commission to examine what

she described as sometimes competing interests of privacy and open access to information

in court case files, in order to help shape the state judiciary’s policies concerning future

availability of court records on the Internet.  She noted that

In keeping with society’s increasing reliance on technology, the court

system will begin to make case files available electronically within the next

few years.  But while providing greater access to this information, we also

must be diligent to protect a litigant’s right to privacy.  We recognize that

court records can contain sensitive information, such as social security and

home telephone numbers, tax returns, medical reports and even signatures. 

I have charged this commission with the hard task of examining any

potential pitfalls, weighing the demands of both open access and individual

confidentiality, and making recommendations as to the manner in which we

should proceed.”

Judge Kaye’s announcement quoted Chief Administrative Judge Jonathan Lippman to the

effect that  “subjecting case files that sit in practical obscurity in a dusty courthouse

basement to the large-scale, high-speed searching capabilities of the Internet raises

difficult questions regarding individual privacy rights, as well as concerns over how to

prevent the misuse of private data.”
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1By “remote electronic access,” we mean access by computers other than the ones
physically located at the courthouse.

Chairman Abrams opened the first of three public hearings held early this summer

by observing that all the issues before the Commission “relate to the question of whether

internet access should lead us to take greater care, different steps, to protect privacy and

other interests so as to accommodate those interests without overcoming the genuine and

constitutionally rooted interest of the public in knowing about judicial records and what’s

in them.”   He noted that not all case records are now public, citing records in matrimonial

matters, child custody proceedings, presentencing reports and memoranda, documents

containing HIV-related information or the identify of victims of sexual offenses, and

other documents filed under seal.  He pointed out that the Commission’s mandate is not to

revisit existing rules and policies making such materials confidential, but, rather, to focus

on the interplay between currently public records and the Internet and its technological

successors. 

Our Section’s Recommendations

Our Section welcomes both electronic filing of court documents and remote

electronic access1 to otherwise public court case records, including records which

currently exist only in paper form.   Both developments should benefit not only the

general public, but especially the bar itself.  In many parts of New York (including

Manhattan), lawyers’ offices are often miles away from the nearest county, state or

federal courthouse.  Moreover, increasingly, lawyers maintain home offices and should
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2George Freeman, assistant general counsel to The New York Times Company, testified
that these practical considerations include the need for a trip to the courthouse, access limited to
one person at a time during courthouse business hours, the necessity of coming to the courthouse
armed with the precise caption or case number, the difficulty of tracking down documents to a
particular file in a dusty warehouse, the possibility that the desired document is unavailable
because it is in use in a courtroom or in chambers, the requirement of a manual search often by
an relatively uninformed agent, the necessity for pocketfuls of change, and the handicaps
imposed by antiquated photocopying machines.  He acknowledged that “Electronic records solve
all of these problems.”

not be required to commute to court to obtain access to judicial decisions and other court

records..  And no matter where lawyers work, they routinely require access to decisions

by courts located in other jurisdictions.    

We acknowledge that to the extent remote electronic access sweeps away obstacles

heretofore imposed by the inconvenience of obtaining courthouse access to paper

records,2  such access heightens legitimate concerns about personal privacy, confidential

business information, bulk data mining, identification theft, and other sensitive matters. 

But we are convinced that the federal courts’ substantial experience with the PACER

system and with privacy rules developed in conjunction with electronic filing demonstrate

that these concerns can be satisfied.   Moreover, these federal programs should serve as a

model for how the state’s judiciary should proceed. 

A.  There is no “constitutional presumption” in favor of press and public

access to all court documents, whether paper or electronic

We start by pointing out that the issues before the Commission are matters of

policy, not constitutional compulsion as some have argued.
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3Media representatives had challenged the trial court’s decision, made at the defendant’s
request and with the prosecution’s consent, to close a criminal trial to public and press.  The trial
judge issued no findings to support his decision.  

Not surprisingly, some media representatives have argued to the Commission that 

any and all restrictions on remote electronic access are “unwise, unwarranted and

constitutionally suspect.”  In support of that position, they assert the existence of what they

describe as a “constitutional presumption of access” supposedly established by Richmond

Newspapers, Inc. v. Virginia, 448 U.S. 555 (1980).   With all due respect, that misreads

Richmond Newspapers, for neither that decision nor its progeny support such a

presumption.  

Richmond Newspapers decided, over then Justice Rehnquist’s dissent, the relatively

narrow question of “the right of the public and press to attend criminal trials.”3  When the

Court next spoke to this issue, in Globe Newspaper Co.  v.  Superior Court, 457 U.S. 596

(1982), it overturned a Massachusetts law interpreted to require exclusion of the press and

public during testimony of a minor victim of an alleged sex offense.  In doing so, it

expressly reaffirmed that Richmond Newspapers dealt only with public and press access to

criminal trials.  Justice O’Connor, concurring, noted that “I interpret neither Richmond

Newspapers [nor today’s decision] to carry any implications outside the context of

criminal trials.”  (457 U.S. at 611)  Chief Justice Burger (the author of Richmond

Newspapers) and Justice Rehnquist dissented from what they saw as the majority’s too

“expansive interpretation” of Richmond Newspapers, and from “its cavalier rejection of
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4Even where, in the cases cited above, the Supreme Court has found a constitutional
presumption of access, it acknowledges that even that right is not “absolute,” and can be curtailed
in appropriate circumstances.

the serious interests supporting Massachusetts’ mandatory closure rule.”  (457 U.S. at 613) 

 Two subsequent decisions, in the two Press-Enterprise cases,  modestly expanded

Richmond Newspapers –  but still in the narrow context of the criminal trial process. 

Press-Enterprise Co. v. Superior Court, 464 U.S. 501 (1984), upheld access to voir dire

examination of potential jurors in a criminal trial, absent findings that would justify

closure in a particular case.  Press-Enterprise Co. v. Superior Court, 478 U.S. 1 (1986)

(Press-Enterprise II), upheld press access to transcripts of a preliminary hearing in a

criminal case.  Justices Rehnquist and Kennedy dissented from even that modest extension

of Richmond Newspapers.

As to public or press access to court records generally, the Supreme Court has

found only a non-absolute common law right, not a constitutional one.4  The leading case

is Nixon v.  Warner Communications, Inc., 435 U.S. 589 (1978), argued by the 

Commission’s chairman, where the Supreme Court denied media access to Presidential

tapes portions of which were published to the jury and those present in the courtroom, and

marked as exhibits during the criminal trial of Presidential aides, including former

Attorney General John Mitchell.  Written transcripts were given to the jury, as well as to

reporters covering the trial, and were widely reprinted.  The media then sought permission

to copy, broadcast and sell those portions of the tapes played during the trial.  Although the
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Justices acknowledged existence of a common-law “general right to inspect and copy

public records and documents,” (435 U.S. at 597)  they held that this common-law right

was not absolute, and – in language directly applicable to the present Commission’s

assignment – ruled that 

Every court has supervisory power over its own records and files, and access

has been denied where court files might have become a vehicle for improper

purposes.  (435 U.S. at 598)  

Among those “improper purposes,” said the Court, was the intention to use them “as

sources of business information that might harm a litigant’s competitive standing.” (Ibid) 

Refusal of the media’s request, said the Justices, was justified both as a matter of the trial

court’s discretion, and because of the applicability in this particular case of the Presidential

Recordings Act.  Not one of the nine Justices referred to any constitutional presumption in

favor of public access to these court documents.

Moreover, in United States Department of Justice v.  Reporters Committee for

Freedom of the Press, 489 U.S. 749 (1989), in refusing to grant press access under the

FOIA to Justice Department rap sheets containing criminal records, the Supreme Court

made two important points which address arguments now advanced in favor of overriding

privacy interests in favor of  unrestricted remote electronic access to court records.  

First, Justice Stevens’ opinion for the Court rejected what it characterized as a

“cramped notion of personal privacy” – that because a particular “hard-to-obtain” fact

about a person has become public or is otherwise “findable,” all enforceable privacy rights
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5Our state courts, too, recognize the existence, not of any constitutional presumption of
access, but of a non-absolute common law right, subject to judicial limitation.  A striking
illustration is Danco Laboratories, Ltd. v. Chemical Works of Gedeon Richter, Ltd., 274 A.D.2d
1, 711 N.Y.S.2d 419 (1st Dept. 2000), where the Appellate Division struck a careful balance
between media interest in court records concerning the so-called abortion pill, on the one hand,
and the parties’ interest in protecting trade secrets and the privacy of individuals involved in its
manufacture and distribution  After discussing the Supreme Court decisions cited above, the
court remanded with instructions for appointment of a Special Referee to redact from the sought-
after court records all information involving trade secrets and the identify of individuals involved
in manufacture and distribution. 

as to that fact are forfeit.  (489 U.S. at 763-65, 767-69, 770).  Stevens concluded with a

quotation from a Rehnquist speech, stating that the fact that 

an event is not wholly ‘private’ does not mean that an individual has no

interest in limiting disclosure or dissemination of the information.  (489 U.S.

at 770)

Second, the Court pointed out that technology does make a difference:

Plainly there is a vast difference between the public records that might be

found after a diligent search of courthouse files, county archives, and local

police stations throughout the country and a computerized summary located

in a single clearinghouse of information.  (489 U.S. at 764)

In short, the Supreme Court’s decisions do not support a constitutional presumption

of public or press access to court documents – as opposed to the right to attend important

phases of a criminal trial.  The State’s judiciary is, therefore, free to develop rules which,

in its judgment, strike a proper balance between the public interest in remote electronic

access to court documents and legitimate privacy and other confidential interests – based

upon good public policy, free of any supposed constitutional compulsion.5
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6For those lacking internet access, dial-up access by modem is also available.

7We are informed that the largest users of PACER are commercial entities that do 
“mine” data (most, bankruptcy data), but that so far no privacy or similar problems have arisen. 

B.  The Commission should recommend adoption of the equivalent of the federal

PACER system and, in connection with electronic filing, privacy rules similar to the

federal guidelines

The model for remote electronic access to court records is the federal Public Access

to Court Electronic Records or PACER system.  Access is available to anyone with a

personal computer and internet access6 who registers and opens an account with the

PACER Service Center maintained by the Office of the United States Courts.  Registered

users are able to obtain access to information from the federal appellate, district and

bankruptcy courts, via a national case index.  Once a case is located, the registered user

connects with the PACER system operated by the particular court in which the case is or

was filed.   Among the data available are:  lists of parties, their counsel, judges and

trustees; docket sheets with a chronological listing of events; claims registries; appellate

opinions; judgments or case status; and types of documents available.   Case records are

currently stored in graphic format – i.e., .pdf, .tif, etc.  This feature limits so-called “data

mining,” because to “mine” such graphic files, they must be captured, converted to text

files, and then scanned.7  Relatively inexpensive per-page charges are required, with

somewhat higher charges for graphic documents.
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As for electronic filing, the federal courts have adopted special privacy rules,

restricting the kinds of personal information which can be included in electronically filed

pleadings and other court documents.  Excluded are full Social Security numbers, the full

names of minor children, and full bank account numbers.  Similar protections can be

implemented in New York by amendment to the CPLR.

C.  Should it propose priorities, the Commission should push, first, for remote

electronic access to all judicial opinions, to the same extent they are publicly

available at the courthouse

Should the Commission deem it desirable to propose a system of priorities, we

believe that the most immediate priority should be given to establishing remote electronic

access to all opinions by state court judges.  

First, this is the bar’s most compelling need.  

Second, this is the least controversial form of remote electronic access.  The public,

after all,  helps pay for and has a legitimate interest in the work of the judiciary, and

should have the benefit of remote electronic access to judicial opinions that are otherwise

available by physical access at the courthouse, in the pages of the New York Law Journal

and comparable publications, by paid subscription to services like Westlaw and Lexis, and

by access to existing official and unofficial web sites.  And of all court documents, judicial

opinions are the ones least likely to contain information raising concerns about privacy,
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8Also missing, from the websites now maintained by the Court of Appeals and the
Appellate Divisions, are briefs and other papers filed by the parties.  

There is no reason not to make appellate briefs available online.  Submissions filed in the
United States Supreme Court by the Solicitor General’s Office are now available on that Office’s
office website;  other Supreme Court briefs, on FindLaw’s Supreme Court Center.  Websites
offering free copies of briefs in various appellate courts, including five state supreme courts and
the United States Courts of Appeals for the Seventh and Eighth Circuits, are listed in “Web
Watch: Free Briefs,” by Robert J. Ambrogi, Law Technology News (July 2003), available online
at www.lawtechnews.com.

trade secrets, confidential business information, and other sensitive matters.

Third, this makes practical sense.  The bar, the press and public already have free

access by Internet to websites maintained by our Court of Appeals, all four Appellate

Divisions, the United States Supreme Court, the federal appellate courts, the various

federal district courts (although not all district judges participate), and the appellate courts

of other states – all of which typically make opinions available on the day they are

rendered.  And to this extent, the state’s judiciary already has first-hand practical

experience in making opinions available online. 

What’s missing are the decisions by the state supreme court justices and other lower

state court judges.8   Remote electronic access to judicial opinions should not be limited to

persons who subscribe to relatively expensive services like the one operated by Lexis-

Nexis – although we believe the charges required by the PACER service do represent an

acceptable way to pay for the costs necessarily involved in providing the service.

Given the state judiciary’s hands-on experience with making its appellate opinions

promptly available online, it should not be difficult to establish procedures whereby



11

9This report was prepared for the Section by the following members of the Section’s
Executive Committee: Carol E. Heckman (who served as chair), Daniel P. Levitt and Peter J.
Pizzi.

decisions by supreme court and other lower court judges are created and transmitted

electronically so that they, too, may readily go online.  

The cost of doing so should be deemed an integral cost of the court system’s

operations, equivalent to filing paper copies with the County Clerks, and borne principally

by the taxpayers and secondarily by the users of the courts through enhanced filing fees.  

SUMMARY

Our Section welcomes both electronic filing and remote electronic access to court

case files.  The bar, as well as the press and public, will surely benefit from both

developments.  To protect privacy and other sensitive matters, we recommend the models

afforded by the federal PACER system and by the privacy rules adopted by the federal

courts in conjunction with electronic filing.  To the extent the Commission assigns

priorities, we believe that the most immediate  priority should be given to making all

otherwise public judicial opinions promptly available online.9

July 2003
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